How many of the recent, high-profile data breaches at blue-chip companies could have been prevented with better governance? While corporate governance is common practice, often obligatory, in many aspects of business, governance is not always present in information security. Yet it plays a vital role in reducing risk and speeding response. When the information security function adopts governance, it raises its game, engaging with senior management and other corporate governance functions. This not only minimises information risk and reputational damage, it also delivers continuing added value from information technology.

New technologies are constantly increasing the complexity of business information, while more sophisticated technology and processes are needed to manage it. Furthermore, that information is simultaneously more critical to the business and more susceptible to attack or abuse.

Information security governance enables the direction and oversight of information security-related activities across an enterprise, as an integrated part of corporate governance. It shows customers, business partners, shareholders and regulators that information is being protected according to industry best practice. It provides the agility to deal with incidents quickly and effectively, and enables better management of all of information security activities – decreasing the chances of headline-grabbing incidents.

The Information Security Forum’s step-by-step, practical and comprehensive information security governance framework draws on the experience of ISF Members, new thinking and the ISF’s own wide ranging research, reports, tools and workshops. The framework – which is aligned with, and expands on, current standards in the field – allows ISF Members to cut through the waffle and demonstrate how information security delivers value to stakeholders, achieves strategic goals and provides information risk assurance. In addition, the framework highlights the ISF tools and reports available to help Members strengthen the delivery and benefits of information security governance.

About the ISF
Founded in 1989, the Information Security Forum is an independent, not-for-profit association of leading organisations from around the world. It is dedicated to investigating, clarifying and resolving key issues in information security and developing best practice methodologies, processes and solutions that meet the business needs of its Members.

ISF Members benefit from harnessing and sharing in-depth knowledge and practical experience drawn from within their organisations and developed through an extensive research and work program. The ISF provides a confidential forum and framework, which ensures that Members adopt leading-edge information security strategies and solutions. And by working together, Members avoid the major expenditure required to reach the same goals on their own.
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Building information security governance into your organisation

The ISF has developed a framework for information security governance which is designed to help you ensure that information security becomes a fully integrated part of your organisation in three key ways: Delivering stakeholder value (and not being seen purely as a cost centre); being aligned to your organisation’s overall strategy; and providing information risk assurance.

The diagram above illustrates the information security governance activities that support these three top-line objectives.
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New technologies are constantly increasing the complexity of business information, while more sophisticated technology and processes are needed to manage it. Furthermore, that information is simultaneously more critical to the business and more susceptible to attack or abuse.

Information security governance enables the direction and oversight of information security-related activities across an enterprise, as an integrated part of corporate governance. It shows customers, business partners, shareholders and regulators that information is being protected according to industry best practice. It provides the agility to deal with incidents quickly and effectively, and enables better management of all of information security activities – decreasing the chances of headline-grabbing incidents.

The full Information Security Governance report – available to Members from the Member Exchange (MX) system – provides a detailed overview of information security governance and how it relates to other governance initiatives. It outlines the key components you need to have in place for information security governance, provides pointers to the ISF materials and tools that will help you determine how your current governance framework measures up and check its level of maturity.

It outlines a model for linking management and activities to information security governance objectives and describes the security arrangements you need to have in place for information security governance, including Information Security Management System, standards, guidelines, control framework, processes and procedures.

In the report, you will also find hints and tips for information security governance implementation and ongoing management and maintenance, including how to get organisational buy-in, run an implementation project, and review, refine and enhance information security governance on a regular basis.

As information security governance is an emerging concept, yet to be fully developed and implemented across most organisations, the report also offers pointers and recommendations for the next version of the ISF Standard of Good Practice and the ISO/IEC 27014 standard, to assist in the further development of information security governance.
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