Over the coming years, the foundations of today’s digital world will shake – violently. Innovative and determined attackers, exploiting changes in the way organisations conduct their operations, will target the rapidly-expanding threat surface in increasingly sophisticated ways, challenging even the strongest defences. The day-to-day demands of information security can make finding time for longer-term threat assessment a challenge.

**ISF Consultancy is here to help.**

**WHAT DOES THREAT HORIZON MEAN FOR YOUR ORGANISATION?**

The ISF Consultancy Threat Horizon engagement is a structured scenario planning exercise for your organisation’s leadership team. Designed to produce a customised Threat Horizon scenario for your organisation, you gain:

- early insight into approaching threats
- shared awareness within the business of future threats
- greater visibility of Security’s role in enabling the business
- a set of tailored recommendations for mitigation.

**APPLYING THE ISF THREAT HORIZON TO YOUR ORGANISATION**

Our consultants will follow three key steps with selected members of your organisation:

**Step 1: Assessment**

Our team conduct a short series of interviews with business leaders to understand business objectives, opportunities and constraints, critical business operations, and their high-level strategy.

**Step 2: Engagement**

We facilitate a Threat Horizon Workshop with a cross-section of your business leaders and the Head of Information Security or CISO to discuss, identify and prioritise cybersecurity threats to your organisation. Our experienced consultants use the ISF Threat Radar tool, ISF 2020 and 2021 Threat Horizon forecasting reports and relevant internal documentation to provide insight into your organisation’s ability to manage approaching threats.

**Step 3: Analysis**

Our consultants analyse the workshop findings, produce an objective, impartial report and discuss the outcome and recommendations with the Head of Information Security, or sponsor of the Threat Horizon engagement.
KEY DELIVERABLE
The final Threat Horizon report contains a customised, prioritised list of the key threats identified, and high-level recommendations to mitigate and plan for these threats.

ISF Consultancy can also support your implementation of this plan within the business.

SAMPLE THREAT RADAR

We have spent 30 years helping organisations develop cyber resilience.

Find out how we can support your team.
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