Today, ISF Managing Director Steve Durbin and ISF Podcast host Tavia Gilbert have an open, wide-ranging conversation about the current global crisis, from the alarming to the hopeful. They discuss privacy concerns with telemedicine and other home-working apps, whether technology is moving closer to a Brave New World, and what we can learn from this moment in history.

References and Supplemental Materials for Today’s Episode:
Information Security Forum

More about Steve Durbin

More about Tavia Gilbert


“Notification of Enforcement Discretion for Telehealth Remote Communications During the COVID-19 Nationwide Public Health Emergency,” US Department of Health and Human Services Office of Civil Rights

“Hospitals under threat as hackers exploit coronavirus to carry out cyber attacks,” The Telegraph, 17 March 2020

“Hackers Target Medical Providers to Exploit Coronavirus Uncertainty,” Wall Street Journal, 18 March 2020

“Czech Republic’s second-biggest hospital is hit by cyberattack,” CyberScoop, 13 March 2020

“Hundreds of cybersecurity experts team up to battle coronavirus-related hacks,” The Telegraph, 26 March 2020

“USC, school districts getting ‘Zoom-bombed ‘with racist taunts, porn as they transition to online meetings,” LA Times, 25 March 2020

“If You’re Using Zoom for Meetings and Calls, These Should Be Your Privacy Concerns,” Inside Hook, 25 March 2020

“Singapore launches TraceTogether mobile app to boost COVID-19 contact tracing efforts,” Channel News Asia, 20 March 2020

“Coronavirus Spy Apps: Israel Joins Iran And China Tracking Citizens ’Smartphones To Fight

©2020 Information Security Forum Limited. All rights reserved.
COVID-19,” Forbes, 14 March 2020


“London Underground services likely to be cut further as 'more staff become ill or self-isolate', warns mayor.” ITV, 25 March 2020